Etude sur la confirmation des
utilisateurs obligatoire avant la prise en
main a distance

Configurer TightVNC

e Cliquer droit sur I'icone du service TightVNC et cliquer sur “Configuration” > “Access
Control” > “Add...”

e Ajouter une régle concernant une plage d’adresse définie, et définir la “politique” par
défaut sur “Query local user” sur la machine cliente

e Dans Query Settings, I'option par défaut devra étre “Reject connection” pour que si
l'utilisateur ne répond pas a la boite de dialogue, la connexion soit rejetée.

TightVNC Service Configuration

Extra Ports | Access Control |video | Administration

() Accept connection

¢ “
Edit IP Access Rule (o)
Rules
[P Addresses FirstIP LastIP Action Add...
First matchi 0.0,
rstmatching | 0.0.0.0 0.0.0.0 255.755.255.255  Query
Last matching IP:  255.255.255.255
(Leave the last IP empty to define
a rule for just one IP address.) Move up
Action Check the rules above: (enter IP address ) EEE AT
() Allow
i Query Settings Loopback Connections
©D
-~ Leny These settings apply only to the rules By default, connections from the same
(@ Query local user with Action set to "Query local user™. machine are disallowed to prevent the
. < "cascading windows" effect.
Query timeout: 30 % seconds . i
Loopback settings work independently
Ok l [ Cancel Default action on timeout: from the rules configured above!
\ (@) Reject connection [ Allow loopback connections

Allow only loopback connections

oK ] [ Cancel ] [ Apply
Adresses IP de la capture d’écran utilisées a titre d’exemple.
T (Taxy X

IQI Authentication reason: Connection has been rejected
- -

ﬁecommencer] ’ Annuler

Fenétre affichée sur le poste d’administrateur lorsque I'utilisateur a refusé la connexion.
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